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1. 

Authors: Aishwarya Rathod, Bhagyalaxmi Kodre, Nida Sayyed, Ronak Sayta, Lata Sankpal 

Paper Title: 
Implementation of Location Based Encryption for Secure Banking Transactions in Mobile Data 

Environment 

Abstract: Security has constantly been a fundamental bit of human life. People have been hunting down physical and 

monetary security. With the progression of human learning and getting into the new period the need of data security 

were added to human security concerns. Information is encoded just when individual is having private key. In 

cryptography "character" part is imperative, we can utilize this part as encryption. Those are inside specific 

topographical zone is endorsed for information decoding, otherwise not permitted. Another utilization of "Location 

Based Cryptography" is get to control. (Ex-getting to printer in a room however can't access outside of room.). It is 

more suitable for banks, enormous organizations, Institutions. 

 

Keywords: Authentication, Banking Application, GPS, LDEA, Shoulder Surfing, Security 
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2. 

Authors: Priyanka Pandey, R. R. Sedamkar 

Paper Title: Hybrid AES Algorithm with Enhanced Security for Heterogeneous Data 

Abstract: This paper, presents the intricate Hybrid AES encryption method. Proposed algorithm’s design and 

evaluation of security enhancement is done by implementing and comparing Dynamic S-box with Round structure & 

Variable Key Cipher technique for heterogeneous data. AES is one of ciphering algorithm which is utilized for 

encryption, decryption of data to provide confidentiality for end to culminate data transmission. Improvement is 

finished in AES by modifying the S-box. The static S-box is created dynamic utilizing key programing with the 

repetition of variable cipher key. The improvement analysis relies on cryptography Time, decoding Time and 

Throughput. Performance enhancement for security is evaluated for all the four algorithms- AES, AES with Round 

structure, AES with Variable Key cipher and our proposed Hybrid algorithm- AES with Round Structure and Variable 

key Cipher. Here focus is to make system attack resistant & secure data from assailers. 

 

Keywords:  AES; S-box; Dynamic S-box, Round structure, Variable Key Cipher. 
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3. 

Authors: R. Prakash Rao 

Paper Title: Various Power Dissipation Techniques for CMOS Inverter 

Abstract: Low power design of complex CMOS circuits is one of the major challenges that is being addressed and 

will be addressed in nanometer design era. With integration of millions and billions of transistors on a single chip, 

transistor density is drastically increasing that lead to more and more complexity in applications being implemented 

on a single chip. Design time is another major challenge that forces designers to address the need in a very short time 

optimizing chip performances. In order to ensure that the design is through in the first iteration, designers are banking 

on new methodologies and readymade solutions to optimize area, time and power. Hence, various power dissipation 

techniques for CMOS inverter circuit are investigated here. 

 

Keywords: Low Power Design, CMOS Circuits, Millions and Billions of Transistors, Transistor Density, Optimize 

Area, Time and Power. 
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